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EXECUTIVE SUMMARY

ACTIVE LICENSES  

EMAILS PROCESSED  

    UNSAFE DELETED  

    CAMPAIGNS  

    PHISH911  

     ATTACKS QUARANTINED  

ATTACKS QUARANTINED SUMMARY

PHISHING / SPEAR PHISHING  

BEC SCAMS  

IDENTITY SPOOFING
● Executive Spoofing

● Organization Sender Impersonation

 
 

MALWARE / RANSOMWARE 

● Drive-by

● Attachment

 

 

powered by Graphus®

For the time period 10/01/2023 - 10/31/2023 a total of 16,087 emails were analyzed 
post-delivery for your organization. Using the best-in-class detection and prevention 
methodology, 70 attacks were detected to be quarantined. 421 suspicious emails were 
detected and EmployeeShield® (Interactive warning banner) applied. During the same 
period, no suspicious emails were reported by the end users. These sophisticated attacks 
were missed by all other email security controls deployed by your organization, but 
detected and remediated by Graphus.
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